encode

cyber threat management




Working in a Cyber Security Company

09:45 -10:00 MNpooéAeuan
10:00 - 10:30 Introduction and Company presentation
10:30-11:15 Project Management in a Cyber Security Company
11:15-12:00 Introduction in Penetration Testing
-
12:00 - 12:30 ALGAELppQ
[
12:30 - 13:00 Mpoetoluacia yia To Penetration Testing Workshop
13:00 - 15:30 Penetration Testing Workshop *
15:30 - 16:00 Avoluytn Zulrtnon — KAeiowo Huepidag

* Mpoarnaitovueva yia tnv ouppetoxr oto Penetration Testing Workshop

e laptop withatleast2GB RAM, 15GB Hard Drive (free space)

e Virtualization Software (VMware player / VMware Workstation / VMware Fusion /
Virtual Box / Parallels)

e Anattack platform (preferably Kali Linux 2.0) already setup before the exercise

e Basic knowledge of TCP/IP (Need to be able to understand concepts like subnets,
ICMP, port scanning, ARP)

e Basic knowledge of Linux (Need to be able navigate and perform basic tasks inside a
linux terminal)

e Basic understanding of Web technologies (Need to be able to distinguish technologies

such as ASP/PHP)



